
 
PROTEX – HOW TO ANALYSE AND ACCESS LOGS 

 

1st Step: Logon on to Protex, http://xxx.xxx.xxx.xxx – xxx.xxx.xxx.xxx it the Protex’s LAN 

interface. 

 

 
 

2nd Step: Expand Logging and select Standard Log Reports… 
 

 



 
Standard Log Reports shows 100 Top Sites in the last 10 days, and by scrolling down, in the 

last 10 weeks. Reports are available on html format (left button with date) or PDF format 

(right button). 

 

Note: by user reports are only available if AD connection is working or devices are using 

Protex4Remote Google Chrome extension. 

3rd Step: If it is necessary to look in depth the Protex logs, Log Analysis must be clicked: 

 

 
 



 
Log Analysis can filter results by date and hour, narrowing down the scope of data which 

needs to be obtained. 

If the device’s IP address is known, results can be filtered to only match that device's IP 

address. 

URL’s keyword or URL’s domain can be used to filter results as well. 

It is possible to filter results by profile and by classification: 

 

 
 

In the following example, it is shown denied access on the Staff Profile on the 3rd of July: 

 

 
 

Click on “Run Report” button to run the report… 



 

 
 

Optionally, if the denied box is ticked… 
 

 
 
The following results will be available: 
 



 

 
 

PROTEX – HOW TO ANALYSE AND SEARCH TERMS 
 

1st step: select “Search Terms” and on Search Terms Analysis, you can perform searches by date 
interval, classification, by search engine, etc. 
 

 
 



 
2nd step: click on “Submit” button to see all the search terms that were performed on the 12th of 

September of 2023: 

 

3rd step: search for blocked search terms. The time interval was increased to pick up more easily 

blocked search terms: 

 

  



 
4th step: pick up the result and copy totally or partially the result onto Log Analysis “Enter Keywords” 

and run a report… 

 

… the result shows time of access, device IP Address, computer name and profile in use. 

 


